**Abhinandan Rane**

Email: abhinandanrane18.ar@gmail.com

Contact No.: +91-**8291746753**

**PROFILE SUMMARY**

• Built a career in Information Security field from October 2017 till date by performing various task in different domains such as networks, web application, Configuration review.

• Well versed with tools like Nessus, Nmap, Wireshark, Burp Suite, Netsparker, Qualysguard, Metasploit, SQLmap.

**CAREER OBJECTIVE:**

I would always prepare myself for contributing in the progress of the organization. The development of the company would be my prime area of interest. It would help me to create a good impression among my Companions. I would use my ideology while working. So, I will come to know the strength of my skills.

**TECHNICAL EXPERTISE:**

**Information Security:**

• Penetration testing of Web Application ➢ Open Web Application Security Project (OWASP TOP 10)

➢ Business Logic Testing

• Vulnerability Assessment & Penetration testing (VAPT)

• OS Configuration Review

• Firewall Configuration Review

• Network Devices Configuration Review

• Knowledge of Mobile, API testing

**Certifications:**

• Certified Ethical Hacker (CEH)

• Certificate of Certified Information Security Consultant (CISC)

• Certificate of Qualys Certified Specialist-VM and Policy Compliance Module

• Certification of participation on Smartphone hacking and securing. (Online Workshop)

**WORK EXPERIENCE:**

Currently designated as **Cyber Security Analyst** in **Network Intelligence India Pvt Ltd** with overall total experience of **2.11 Years in Information Security/VAPT**.

**JOB RESPONSIBILITIES:**

• Managing and Performing penetration testing and Vulnerability Assessment for various domains: Leading projects related to Web Application Penetration Testing and performing projects single handedly and providing with support and analysis and providing clients with remediation’s. Providing the guidance and support for team based on the scope. Reviewing and preparing the vulnerability assessment reports for network and web application penetration testing. Providing the report meeting to client for better understanding of analysis and vulnerabilities.

• Managing and Performing Audits and Configuration Reviews: Preparing audit checklist and providing to the subordinates for the configuration and audit projects of OS, network perimeter devices and Firewall and Database. Understanding the Network Architecture from client for network Architecture review and preparing the checklist and providing knowledge to colleagues and client for loopholes and betterment of the network. Auditing client’s organizations firewall and managing the team for preparing the checklist and reviewing it.

• Experience in analyze the design and architecture of a network to identify any potential security issues.

• Experience in reviewing the current security controls in the application architecture. Identify potential security flaws at an early stage and mitigate them before starting the development stage.

• Reviewing Reports: Prior the reports are shared with client the reports are reviewed and corrected and after sharing the reports with client proving the client with support and understanding of the vulnerabilities.

• Helping clients to resolve their Vulnerability by providing proper recommendation.

**EDUCATIONAL QUALIFICATION:**

|  |  |  |
| --- | --- | --- |
| **Degree** | **Institution/Board** | **Year** |
| BE Information Technology | Mumbai university | 2015 |
| Diploma in Information Technology | MSBTE | 2012 |

**Projects Domain:**

Managed and Performed multiple projects for Banking Domain, Insurance domain, Ecommerce Domain, Public and private sector domains and Entertainment domain, Share market Domain, IT Domain

**PERSONAL PROFILE:**

Name: Abhinandan Rane

Address: 7C,203, Sai-Prasad bldg. Sai wadi,

N.S Phadke Marg, Andheri (East), Mumbai No:400069

Date of Birth: 18 June 1993

Gender: Male

Marital Status: Single

Nationality: Indian

Contact: +91-8291746753

Languages known English, Hindi and Marathi